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Hello, we’re the Digital 
Leaders from Year 5/6 from all  
the different schools in the 

equals trust: Heymann, 
Crossdale, Robert Miles 
Junior, Cropwell Bishop, 
Burton Joyce, Keyworth 

and Tollerton. You will 
notice us by the badges most of 
us wear. At least one person 
from each school has written one 
article in this issue. Next year we 

will be having new Year 5 

digital leaders from all schools 
who will meet to make a new 
issue, there will be a new one 
each term. If you are in Year 4 
and are interested in becoming a 
Digital Leader  just ask the 
person in charge in your school 
and they will tell you how to 
become one. We hope 
this keeps you safe on 
the internet. 
By Jed 
(Heymann Primary school)  

 

What is Clash Royale? 

Clash Royale is a type of 

strategy card game 

where you place 

your cards and 

they come to life 

to attack the 

towers. 

 It is an online game 

where you battle each 

other. You might decide to join a clan which 

holds lots of other players who can speak to 

you via a clan chat we suggest you join a 

clan that has your friends in it. 

 There are in app purchases, so be careful. 

It is a free download but still ask your 

parents as well.  

By Jed (Heymann Primary ) and Jack 

(Tollerton Primary) 

 

Warning– in this mazine, we talk about apps that are popular in school but are rated for older 
children. We are not recommending these apps, just trying to keep you safe! 

This is the last magazine that the current 

Digital Leaders will produce.  They have 

been a dedicated and hard working group 

of children– so thank you!  

Next year, the schools across the Equals 

Trust will be choosing new Digital Leaders. 

Some of these might be the same 

children, if they are currently Year 5’s, but 

some will be new.  

Watch out in your own school for adverts 

for new Digital Leaders and you might be 

writing the next magazine! 

A huge thank you to all of this year’s 

Digital Leaders for doing such a great job!  

Mr Sawford (Heymann Primary) 

 

Live 

videos 

are where you can obviously record videos 

live but once you finish your live video 

they should be unavailable to watch, (this 

is on Instagram and Facebook software). 

On a new update in Instagram your 

friends’ followers can also now watch your 

videos, which is pretty creepy! You may 

not know these people so 

it would be 

recommendable to try 

and avoid doing live 

videos. Snapchat also 

does videos chats. These 

can be very dangerous because almost 

anyone can see them.  

 By Jack (Tollerton Primary ) William 

(Cropwell Bishop Primary).   



You may have heard about Snapchat, the 

mobile app that allows users to capture 

videos and pictures that ‘self-destruct’ 

after a few seconds. Snapchat is aimed at 

adolescent people (teens) and it is 

important not to talk to people you don’t 

know. Snapchat asks for your date of birth, 

if you are under 13 you are taken to the kid 

version, called “SnapKidz.” You need to 

obey these rules and not lie about your age 

or you are putting yourself in danger! Obey 

the rules of this app and all apps to keep 

yourself safe.  

By Kate (Burton Joyce) 

What is it?  

Talking Tom is an 

app where you 

get to talk to a 

cat and it talks 

back to you. You can 

press the buttons under 

the cat and it will make 

you laugh by doing 

something silly.  

Why is it dangerous? 

Talking Tom is not 

dangerous but there 

are false rumours that  if you don’t get it on 

the right app store it may contain cameras in 

its eyes. Don’t believe everything you read! 

Is it educational? It is not educational but it is 

fun. If it doesn’t have cameras in its eyes there 

are loads of things that you can do in Talking 

Tom like if you press the coconut a coconut will 

fly into its head. 

What age do I have to be? The age limit to 

Talking Tom is 6+. Either way you should ask 

parents before downloading this app.   

By Dylan & Freya                                                                                             

(Robert Miles Jr )  

We recommend 

you stick to the ratings 

Parents can be strange and embarrassing especially as you get 

older but don’t worry. We have it all covered. Sometimes, 

parents like to put up pictures of us on Facebook to share with 

their friends. These might be a bit embarrassing! Parents don’t 

realise the effect on us if they share a picture where we look 

silly!  

If your parents or guardians are trying to post things you 

don’t like then they are upsetting you so you need to have 

a word with them about it. Parents should be setting the 

example about posting online. They should make sure they 

get your permission before they post a 

picture of you. This rule applies the 

same for you.  By Holly (Crossdale 

Primary) & Hannah (Heymann Primary) 

Keeping safe on your device is very 

important. Here is some advice about 

keeping safe: 

One way of  keeping safe is by putting a 

password on your iphone, ipod, ipad, or 

any other device. If 

you don’t have a 

password on 

your device, it 

could get stolen 

and the person 

would not need a 

password to get into 

your account. They can find out details 

on settings like finding out your  friends’ 

and families’ details!  

Maybe your apps are not as safe as you 

think! if you want to you can check it 

out on the internet and see if a web site 

says if it’s safe. If it’s not, then quickly 

delete it and make sure none of your 

friends have it.  

Emily (Tollerton Primary)  


